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Service Provider Account
Account Activation and 1st Time Login 
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Service Provider Account Login

Service Provider (token holder) should receive the following items for 
account activation and 1st time login

1. Service Provider ID

2. Token 

3. Account Activation Notice (by email)
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1. Receive Service Provider & Token
2. Click the activation link in the Account 

Activation Email

Steps

2
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3. Input “Service Provide ID” and “Token Passcode”
4. Click “Next”

3

4

Steps
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5. Create “Web Account Username”
6. Click “Check Availability”
7. Input “New Password” and “Confirm Password”
8. Click “Next”

5

6

Steps

7
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Tips for Password of Service Provider Account

• Password length: 10-20 digits

• Password should contain at least 3 of the following:
• A-Z

• a-z

• 0-9

• non-alphabetic characters (e.g. !, $, #, %)

• Example: Covid2021!

• Users can change their password afterwards
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Service Provider Account Login and 
Account Management 
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Service Provider Account Login

Service Provider (token holder) should use the following information to 
login eHS(S) :

1. Service Provider ID/ Username

2. Password

3. Token 
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1. Select “Service Provider”
2. Input “Username”, “Password” and “Token 

Passcode”
3. Click “Login” 

Steps

1

2

3

4. Select “My Profile” to perform account 
management

4



Create a Data Entry Account
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Create Data Entry Account

Service Provider can create Data Entry Account for users and assign the following 
for them:

1. Username
• Username length: 4-20 characters
• Available characters: A-Z, 0-9, underscore “_” , full stop “.”

2. Practice
• Select all booths

3. Password
• Password length: 10-20 digits
• Password should contain 3 of the following:

• A-Z

• a-z

• 0-9
• non-alphabetic characters (e.g. !, $, #, %)

• Example: Covid2021!
• Users can change their password afterwards
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1. In My Profile > Data Entry Account 
Maintenance, click “Add” to add a 
new Data Entry Account

Steps

1

“Data Entry Account 
Maintenance” is shown 

as default 
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2. Input “Username”

3. Tick the box to select “Practice” for the 
designated user

4. Input new password in the fields of “New 
Password” and “Confirm Password”

5. Click “Save” to complete

2

3

Steps

5

4
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The account is created 
successfully

Steps



Unlock a Data Entry Account 
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Unlock Data Entry Account

• The system will auto lock a Data Entry Account after 5 consecutive
invalid attempts

• In case a Data Entry Account is locked, Service Provider can unlock
the account for the user

• Required information:
1. Username of the locked account
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1. Input “Username” to search the user account 2. Click “Edit”

Steps

1

2
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3. Uncheck the box “Locked”
4. Click “Save” to unlock the account

3

4

The account status 
is updated

Steps



Change Password for Data Entry Account
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Change Password for Data Entry Account

• If Data Entry Account user forgot his password, Service Provider can 
reset password for him

• Required information:
1. Username of the Data Entry Account
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1. Input “Username” to search the user account 2. Click “Edit”

Steps

1

2



23

3. Tick the box of “Change Web Password”

4. Input new password in the fields of “New 
Password” and “Confirm Password”

5. Click “Save” to update the account  

Steps

5

3

4



Reset Password and Unlock Account for 
Service Provider Account
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Reset Password and Unlock Account for 
Service Provider Account
• Service Provider can reset password and unlock account himself, if 

needed

• Required information:
1. Service Provider ID

2. Registered email address

3. Token

4. “Verification Code” (will be sent via email)

5. HKIC no. of Service Provider
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1. Click “Can’t access to your account?”

Steps

1



27

2. Input “Service Provider ID”, “Registered 
Email Address” and “Token Passcode”

3. Click “Next” 

Steps

2

3
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4. The verification code has been sent to your 
registered email address. Enter the 
“Verification Code” and “HKIC” accordingly

5. Click “Next” 

Steps

4

5
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6. Enter the “Token Passcode”

7. Click “Next”

Steps

6

7
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8. Input new password in the fields of “New 
Web Password” and “Confirm Web 
Password”

9. Click “Next” to complete

Steps

9

8



1st Time Login for Data Entry Account
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1st Time Login for Data Entry Account

• The first time when Date Entry Account user login eHS(S), he is required to change password

• Login information:
1. Username
2. Password
3. Service Provider ID

• Password tips:
• Password length: 10-20 digits
• Password should contain 3 of the following:

• A-Z
• a-z
• 0-9
• non-alphabetic characters (e.g. !, $, #, %)

• Example: Covid2021!
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1. Select “Data Entry Account”

2. Input “Username”, “Password” and 
“Service Provider ID/ Username”

3. Click “Login” 

Remarks: 
1. The system will auto lock your account after 5 consecutive invalid attempts. 

2. Please contact your Service Provider if you forget your password or need to unlock the account. 

Steps

1

2

3
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4. Input the old password

5. Input the new password in the fields of 
“New Password” and “Confirm Password”

6. Click “Accept” 

7. Click “Confirm” to complete. The password 
will be changed and the Home page will be 
displayed 

Steps

You must change your password 
during your 1st time login 

4

5

6

7



Change Password by a Data Entry 
Account
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Change Password by a Data Entry Account

• Date Entry Account user can change his password if needed

• Login information:
1. Username
2. Password
3. Service Provider ID

• Password tips:
• Password length: 10-20 digits
• Password should contain 3 of the following:

• A-Z
• a-z
• 0-9
• non-alphabetic characters (e.g. !, $, #, %)

• Example: Covid2021!
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2.  Click “Edit” to change the password1. Select “My Profile”

Steps

1

2
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3. Tick the box of “Change Web Password”

4. Input the old password 

5. Input the new password in the fields of 
“New Password” and “Confirm Password”

6. Click “Save” to complete

Steps

3

4

5

6



END
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